According to Gartner, global spending on IT security is on the rise and will continue to increase significantly right through 2016.

Persistent's Security Offerings

In today's enterprise architectures, complex business applications need to be integrated with multiple systems, such as extended supply chain, third party systems, and outsourced processes. Unfortunately these integrations also enable cyber attackers to have illegitimate access to sensitive information.

Last year alone, cyber-attacks contributed to security breaches in 93% of large and 76% of small organizations, making it extremely critical to assess and address all facets of IT security. Ignoring these threats can lead, amongst others to loss of business, brand's reputation customers' trust, and possibly legal actions. Therefore, implementation of a well-rounded solution including stricter regulatory compliances, system security and safeguarding sensitive data is of prime importance.

The Security Practice Group (SPG) at Persistent Systems provides preemptive end-to-end security strategy consulting, business system assessment, technology recommendations, and remediation, to help our customers stay ahead of security threats. With comprehensive security enablers, we help transform and grow secured businesses across the next generation technologies-Cloud, Mobility, Analytics, and Social.

Offerings Portfolio

- Focus Areas:
  - Cloud
  - Mobility
  - Analytics
  - Social/Collab

- Our Assessment Process:
  - ASSESS Risk Level
  - CONTROL Risks
  - PROTECT Information & Assets
  - MONITOR Environment
  - DEFEND Against Threats

- Verticals:
  - Healthcare & Life sciences
  - BFSI
  - Telecom
  - Infrastructure & Systems

- Security Service Offerings:
  - Threat and Vulnerability Management (T&VM) Services
  - Identity and Access Management (I&AM) Services
  - Governance Risk and Compliance (GRC) Services

www.persistent.com
Security Service Offerings

Persistent provides innovative and customized solutions that address real-world business problems such as ever increasing security threats, allowing appropriate access to business-critical information for the stakeholders and compliance with Government regulations and laws. Our Security offerings focus has been in these 3 key areas - Threat & Vulnerability Management, Identity & Access Management and Governance, Risk & Compliance.

**Threat and Vulnerability Services**
- Web Application Security Assessment and Remediation
- Host/Network/Wireless Security Assessment
- Database Security Assessment
- Secure Infrastructure Design
- VPN Security Testing
- Authentication & Encryption Services
- Endpoint Protection
- VOIP/SIP Testing

**Identity & Access Management (I&AM)**
- Product Engineering and Support Services
- Solution & Integration
- Professional Services

**Governance, Risk & Compliance (GRC)**
- Risk, IT, Security, Compliance & Privacy
- Regulatory and Standards Compliance
- Specialized Risk-based Services
- Assessment, Remediation, Baseline Security
- End-to-end Consulting in implementation of the GRC tools

**Why Persistent?**
- 10+ years of domain expertise
- 40+ years of combined consulting experience
- Robust security practice with 250+ security engineers
- Expertise across the data, network, and application layers
- Expertise in Oracle IAM solutions
- Adherence to Industry-proven best practices

About Persistent Systems

Persistent Systems (BSE & NSE: PERSISTENT) builds software that drives our customers' business; enterprises and software product companies with software at the core of their digital transformation. For more information, please visit: www.persistent.com
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